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Genic Simple Sequence Repeat Markers 
associated with genes of important agronomic 

traits in Stevia rebaudiana 

 

Stevia rebaudiana Bertoni (Figure 1), commonly known as sweet herb or 

candy leaf, is a wild herb from the Asteraceae family. The natural sweet 

taste in Stevia rebaudiana is contributed by a group of natural compounds 

known as diterpenoid Steviol glycosides (SGs). SGs are 200-350 times 

sweeter than sugar, prompting its application as natural sweetener in the 

food and beverages industries in recent years. Genetic markers related to 

loci of agronomic traits is important for molecular breeding such as marker 

assisted selection (MAS) to produce varieties with desirable traits in Stevia 

reabudiana. MAS can accelerate plant breeding by improving the selection 

criteria from phenotypes to genes. Genic-SSR markers have high 

possibilities associated to the loci of agronomic traits and are 

advantageous for MAS, which can be incorporated into the genetic 

improvement program of S. rebaudiana.  

A total of 8,789 genic-SSR markers were identified in the leaf and stem tissue 

transcriptomes of Stevia rebaudiana, many of which are associated to loci of 

agronomic traits. Among them, 117 genic-SSR markers were associated with 

genes involved in the plant defense responses to biotic and abiotic stresses. These 

plant defense genes were mapped to a multitude of pathways, including the 

phenylpropanoid, Jasmonic acid biosynthesis and glycolysis pathways. While 14 

genic-SSR markers associated with six SG genes mapped to the Methylerithritol-

4 phosphate pathway, Ent-kaurenoic acid biosynthesis pathway and the steviol 

glycosides biosynthesis pathway were also identified (Figure 2). Cross-

amplification of selected markers also demonstrated a high potential (70%) of 

genic-SSR transferability between different varieties of Stevia rebaudiana. Thus, it 

is postulated that out of the 8,789 genic-SSR identified in this study, approximately 

6,000 are possibly transferable across varieties. The genic-SSRs associated with 

functional genes identified in this study serve as an excellent baseline data to 

develop SSR panels, which could be further explored and applied in MAS and QTL 

analysis for genetic improvement program of S. rebaudiana.  
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Figure 2: Three interrelated pathways responsible for the 

biosynthesis of steviol glycosides. Steviol glycoside genes 

(highlighted in yellow) linked to genic-SSR markers (Azrul-Murad et 

al., 2022). 
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Figure 1: Stevia rebaudiana 
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Agriculture  Innovation  Life 

Welcome to the Newsletter e-Science Putra. This issue present research activities from 
May to August 2022 which highlights the latest research findings and activities by the 
faculty members.     
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Figure 1: EMI shielding mechanisms of a shielding polymer 

 

 

 

 

 

 

 

 

Figure 2: EMI shielding polymer with various fillers 

 

 

 

 

 

 

 

 

 

 

multo, in commoveo quibus premo tamen erat huic. Occuro uxor dolore, ut at praemitto opto si 

sudo, opes feugiat iriure validus. Sino lenis vulputate, valetudo ille abbas cogo saluto quod, esse 

illum, letatio conv entio. Letalis nibh iustum tran sverbero bene, erat vulputate enim praemitto 

validus.  

Loquor, vulputate meus indoles iaceo, ne secundum, dolus demoveo interdico proprius. In 

consequat os quae nulla magna. Delenit abdo esse quia, te huic. Ratis neque ymo, venio illum 

pala damnum pneum spago loquor dolus lor secundum erat neo adsum multo commoveo feugiat  

Not all signal is a good signal! Electromagnetic interference (EMI) 

is an unwanted electromagnetic signal that often causes 

problems when it interferes with other electronic equipment. EMI 

is one of the many challenges in the rapid growth of smart 

electronic devices that often are placed in plastic cases. The 

plastic cases provide little to no protection, making it easy for EMI 

to pass through and cause device malfunctions. To protect 

against the EMI, EMI shielding was used. 

Conventionally EMI shielding uses solid or mesh metal gaskets. 

However, works on polymers to replace the conventional methods have 

been on the rise due to the lightweight and flexibility that polymers offer, 

making it useful in personal electronic devices and the aerospace 

industry, in which weight, size, and high EMI shielding are essential. EMI 

shielding comprises two mechanisms: shielding efficiency due to 

reflection (SER) and shielding efficiency due to absorption (SEA) (figure1). 

Polymers with high conduction offer higher SER and can be attained by 

utilizing either ionic conductivity, electron conductivity, or both. The SEA 

of a polymer can be improved by altering the dielectric and magnetic 

properties of the polymer. The adjustment to the polymer can be made 

by chemical modification of the polymer chain or by a mechanical 

process of inserting selected material as filler into the polymer matrix. 

Our current work aims to produce free-standing, flexible and transparent 

high shielding efficiency polymer. This includes works utilizing various 

filler ranging from metal ions, carbon, oxide, ferroelectric, magnetic and 

many more (figure2). The possibility of using hybrid material to increase 

shielding efficiency further has also been examined. This includes work 

on a single layer and sandwich polymer. To date, shielding efficiency 

ranging from 1.5 dB to 34 dB has been recorded from various fillers, 

correspondence to 29 % to 99.95 % EM energy shield [1-2]. We are 

working to achieve the industrial standard of 40 dB (99.99 % EM energy 

shield) requirement.  
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Attacking RSA Cryptosystem by Knowing Some Least Significant 
Bits of RSA Secret Keys 

 

Asymmetric key cryptography plays a pivotal role in securing 

our daily digital communication. It ensures the process of 

transmitting a symmetric key – later used to encrypt and 

decrypt data – achieves all cryptography goals, namely (a) 

confidentiality; (b) authenticity; (c) data integrity; and (d) non-

repudiation. The classic example of an asymmetric key 

cryptosystem is Rivest-Shamir-Adleman or usually known as 

RSA. Its simple mathematical design makes it compelling to 

be used in the early days of digital technologies until today. 

Since it is still regarded as the most widely used asymmetric 

key cryptosystem, the necessity to analyze the mathematical 

structures embedded in its parameters is always welcomed. 

This cryptanalysis (or ‘attack’) guarantees the security of 

RSA is maintained at the highest level possible. 

One of the methods to conduct an attack against RSA is known as 

a partial key exposure attack. This attack assumes that the 

adversary has limited capabilities in knowing some information on 

the bits of the RSA secret parameter. It must be understood first 

that the secret parameter is defined as a long string of bits that 

when can be translated by a digital device to a decimal number 

(today, RSA will use about 300 digits of a decimal number). Given 

𝑁 = 𝑝𝑞 as a valid RSA public key and suppose there exist unknown 

𝑎0 and 𝑏0 where  

𝑝 = (2𝑙1 ⋅  𝑎0)𝑚  +  𝑟𝑝 (1) 

and 
 𝑞 = (2𝑙2 ⋅  𝑏0)𝑚  +  𝑟𝑞 (2) 

are two different prime numbers and 𝑙1, 𝑙2, and m are some 

unknown integers. In our work, we assume that the adversary 

knows the values of 𝑟𝑝 and 𝑟𝑞 where 

𝑟𝑝 ≡ 𝑝 (𝑚𝑜𝑑 2𝑙1𝑚) 

and  

𝑟𝑞 ≡ 𝑞(𝑚𝑜𝑑 2𝑙2𝑚). 

 

In short, the adversary knows some of the least significant bits (LSBs) 

of primes 𝑝 and 𝑞. 

Primes that satisfy Equations (1) and (2) must have the bits 

arrangements for 𝑎𝑚 and 𝑏𝑚 as shown in Figure 2. 

 

 

 

 

 
Figure 2: Bits position for 𝒂𝒎 and 𝒃𝒎 to identify primes that satisfy Equations (1) and 

(2). Their LSBs must have k many consecutive 0’s while the remaining bits will be the 
combination of bits 1 and 0’s. 

 
By establishing this arrangement of positions of LSBs for 𝑟𝑝 and 𝑟𝑞, our 

research shows if 

𝑝 = 𝑎𝑚 + 𝑟𝑝 

and  

𝑞 = 𝑏𝑚 + 𝑟𝑞 

for 𝑎, 𝑏 are positive integers and 𝑚 ≥ 2 then we can solve the 

factorization of 𝑁 = 𝑝𝑞 in a feasible time using current computing 

technology. This will lead to an insecure RSA cryptosystem that can lead 

to a catastrophe for any online services using these weak parameters. 

Hence, our research also proposes an early intervention during the RSA 

key generation process to prevent the attack as shown in Figure 3.  

 

 
 
 
 

Figure 3: The proposed countermeasure of the attack during the RSA 
key generation process 

 
 
References: 
Abd Ghafar, A.H.; Kamel Ariffin, M.R.; Asbullah, M.A. A New LSB Attack on 
Special-Structured RSA Primes. Symmetry 2020, 12,838. 
https://doi.org/10.3390/sym12050838 
 
Hinek, M. Jason. Cryptanalysis of RSA and its variants. Chapman and Hall/CRC, 
2009. 

 

 

Figure 1: The least significant bits (LSBs) are the low-
positioned bits in a binary string. However, we can 

extend it to 𝑘-th LSBs above figure, the LSB is 0 and 
the 3-th LSBs is 110. 
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Crystalline phase transition metal oxide with controllable 

mesoporous architecture plays a dominant role in enhancing 

the performance of energy conversion and storage device. 

Solution based self-assembling routes for the fabrication of an 

orderly mesoporous heterostructure have increased the 

accessible morphology space as well as structural dimension. 

Our group has been focusing on designing various types of 

metal nanostructures incorporated ZnO hierarchical 

heterostructures by combining liquid deposition technique and 

hydrothermal method. Various morphologies of the secondary 

metal nanostructures including nanoparticle (NPs), nanotubes 

(NTs) and nano-flowers (NFs) has been synthesised.  

The beautiful of the crystal growth involving crystal twinning and 

lattice matching between Pt/Ag/Ti and ZnO crystal facet was found 

beneficial as a catalyst in wastewater treatment. The design 

heterostructures shows a significant enhancement in the 

degradation of the organic pollutant and water splitting under the 

illumination of solar simulator, as compared to the primary bare ZnO 

nanorods. The synthetic methodology described herein promises to 

be an effective approach for shape-selective synthesis and assembly 

of metal nanoparticle with a novel structure. The nano-

heterostructure materials with peculiar intrinsic properties exhibit 

considerable potential to address the environmental and energy 

issues via degradation of pollutant and water splitting applications. 

This work has published in several peer reviewed International 

Journal [1-3] and received a recognition in International Workshop of 

Advanced Materials (IWAM). 
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Hierarchical Assembled Mesoporous Metal 
Incoporated ZnO Nano-heterostructure for 

Wastewater Treatment 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

Figure 2. His Highness Sheikh Saud bin Saqr Al Qasimi (Crown Prince of the 

Emirate of Ras Al Khaimah), Dr. Sin Tee (first from the right) and her 

collaborators during the exhibition in International Workshop of Advanced 

Materials (IWAM). 
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Figure 1. Metal Incorporated ZnO Nano-heterostructure and its 

applications in azo-dye degradation. [1] 
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